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(57) ABSTRACT

An authentication system 100 includes an authentication
server 10 and a service providing server 20 for providing a
service. When a user requests authentication, the authentica-
tion server lets the user input login information, transmits the
login information to the service providing server 20, and
calculates a first hash value from the login information using
a hash function. The service providing server 20 calculates a
second hash value from the login information using the same
hash function if the login information transmitted from the
authentication server 10 matches information that is regis-
tered in advance. The authentication server 10 establishes a
session with a terminal 30 if the first hash value and the
second hash value match each other.
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AUTHENTICATION SYSTEM,
AUTHENTICATION SERVER, SERVICE
PROVIDING SERVER, AUTHENTICATION
METHOD, AND COMPUTER-READABLE
RECORDING MEDIUM

CROSS REFERENCE TO RELATED
APPLICATIONS

This application is a National Stage of International Appli-
cation No. PCT/JP2011/077692 filed Nov. 30, 2011, claiming
priority based on Japanese Patent Application No. 2010-
280637 filed Dec. 16, 2010, the contents of all of which are
incorporated herein by reference in their entirety.

TECHNICAL FIELD

The present invention relates to an authentication system,
an authentication server, a service providing server, an
authentication method, and a computer-readable recording
medium that are used in cloud computing.

BACKGROUND ART

In recent years, the use of computer known as “cloud
computing” has increased. In cloud computing, various types
of application services and hardware resources such as serv-
ers are provided to users over the Internet.

As long as a user has access to the Internet, the user can
receive services provided by cloud computing (cloud com-
puting services) without regard to any service infrastructure
at that time. Patent Document 1 discloses a system for pro-
viding a cloud computing service (hereinafter, referred to as a
“cloud system”).

The cloud system disclosed in Patent Document 1 includes
an authentication server and a plurality of service providing
servers. According to the cloud system of Patent Document 1,
once logged in, the user can receive services that are provided
by the service providing servers without regard to the servers.
Hereinafter, this cloud system is described.

When the user logged in, authentication processing by the
authentication server is first performed. Specifically, the user
creates, using a terminal, a request for requesting a service,
encrypts the request, and then sends the encrypted request to
the authentication server. The authentication server performs
decryption processing that uses the terminal ID of the user as
a decryption key, and accepts the login from the terminal in
the case of successful decryption. After having accepted the
user login, the authentication server invokes a server that
provides a tour reservation service (hereinafter referred to as
a “tour reservation server”).

The invoked tour reservation server displays a tour reser-
vation page on the user’s screen and lets the user make a
reservation. When the user has made the reservation, the tour
reservation server then invokes servers that provide a hotel
reservation service and a restaurant reservation service, and
lets the user make a hotel reservation and a restaurant reser-
vation. In this way, the user can receive services with a single
login.

Also, a company that adopts cloud computing can create a
necessary environment in a very short time and at a low cost
compared to a company that does not adopt cloud computing.
Accordingly, adoption of cloud computing is increasing
among companies.
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CITATION LIST

Patent Document

Patent Document 1: JP 2010-191801 A

DISCLOSURE OF THE INVENTION
Problem to be Solved by the Invention

Meanwhile, companies must themselves manage data that
they do not want to be managed by another company, requir-
ing that an intra-company system cooperate with a cloud
system while ensuring security. For example, a configuration
is possible such that access to the intra-company system from
the cloud system is permitted when the authentication server
has performed authentication using the technology disclosed
in Patent Document 1.

However, since the cloud system disclosed in Patent Docu-
ment 1 uses the terminal ID of the user as a decryption key at
the time of authentication, the intra-company system is not
sufficiently secure. Also, given that the authentication server
is located outside the company, it is desired to configure a
sufficiently secure system when an intra-company system
cooperates with the cloud system.

It is an exemplary object of the present invention to solve
the above-described problem and to provide an authentication
system, an authentication server for use in the authentication
system, a service providing server, an authentication method,
and a program that enable security between an authentication
server and a server for providing a service to be enhanced.

Means for Solving the Problem

In order to attain the above-mentioned object, an authenti-
cation system according to an aspect of the present invention
includes: an authentication server that performs authentica-
tion of a user via a terminal and a service providing server that
provides the user with a service via the terminal, wherein the
authentication server is configured to let the user input login
information via the terminal when the user requests the
authentication via the terminal, to transmit to the service
providing server the login information that was input, and to
calculate a first hash value from the login information using a
hash function, the service providing server is configured to
determine whether or not the login information transmitted
from the authentication server matches information that is
registered in advance, and to calculate a second hash value
from the login information using the same hash function if the
login information matches the information registered in
advance, and the authentication server establishes a session
with the terminal if the first hash value and the second hash
value match each other.

In order to attain the above-mentioned object, an authenti-
cation server according to an aspect of the present invention is
directed to an authentication server that performs, via a ter-
minal, authentication of a user who requests provision of a
service from a service providing server, the authentication
server including: an information input unit configured to let
the user input login information via the terminal when the
user requests the authentication via the terminal; a transmit-
ting unit configured to transmit to the service providing server
the login information that was input; a hash processing unit
configured to calculate a first hash value from the login infor-
mation using a hash function; a session establishing unit
configured to establish a session with the terminal, wherein,
when the service providing server has calculated a second
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hash value on the basis of the transmitted login information
using the same hash function on the condition that the login
information matches information that is registered in
advance, the hash processing unit determines whether or not
the first hash value and the second hash value match each
other, the session establishing unit establishes the session if
the session processing unit determines that the first hash value
and the second hash value match each other.

In order to attain the above-mentioned object, a service
providing server according to an aspect of the present inven-
tion is directed to a service providing server that provides a
user with a service via a terminal when an authentication
server has established a session with the terminal, the service
providing server including: a login information determina-
tion unit configured to determine, when login information
that was input via the terminal has been transmitted from the
authentication server, whether or not the login information
matches information that is registered in advance; a hash
value calculating unit configured to calculate a hash value
from the login information using a hash function if the login
information determination unit determines that the login
information matches the information registered in advance;
and a service providing unit configured to provide the user
with a service via the terminal when the authentication server
has established a session with the terminal on the condition
that the hash value calculated by the hash value calculating
unit matches a hash value that is calculated by the authenti-
cation server from the login information using the same hash
function.

In order to attain the above-mentioned object, an authenti-
cation method according to an aspect of the present invention
is directed to an authentication method using an authentica-
tion server that performs authentication of a user via a termi-
nal, and a service providing server that provides the user with
a service via the terminal, the method including the steps of
(a) the authentication server letting the user input login infor-
mation via the terminal when the user requests the authenti-
cation via the terminal; (b) the authentication server transmit-
ting to the service providing server the login information that
was input; (¢) the authentication server calculating a first hash
value using a hash function from the login information that
was input; (d) the service providing server determining
whether the login information matches information that is
registered in advance, and calculating a second hash value
from the login information using the same hash function if the
login information matches the information registered in
advance; and (e) the authentication server establishing a ses-
sion with the terminal if the first hash value calculated in step
(c) matches the second hash value calculated in step (d).

In order to attain the above-mentioned object, a first com-
puter-readable recording medium according to an aspect of
the present invention is directed to a computer-readable
recording medium having recorded therein a program for
causing a computer to perform, via a terminal, authentication
of a user who requests a service from a service providing
server, the program including instructions for causing the
computer to execute the steps of (a) letting the user input login
information via the terminal when the user requests the
authentication via the terminal; (b) transmitting to the service
providing server the login information that was input in step
(a); (c) calculating a first hash value using a hash function
from the login information that was input in step (a); (d)
determining, when the service providing server has calcu-
lated a second hash value on the basis of the transmitted login
information using the same hash function on the condition
that the login information matches information that is regis-
tered in advance, whether or not the first hash value calculated
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in step (¢) and the second hash value calculated by the service
providing server match each other; and (e) establishing a
session with the terminal if it is determined in step (d) that the
first hash value and the second hash value match each other.

In order to attain the above-mentioned object, a second
computer-readable recording medium according to an aspect
of the present invention is directed to a computer-readable
recording medium having recorded therein a program for
causing a computer to provide a user with a service via a
terminal when an authentication server has established a ses-
sion with the terminal, the program including instructions for
causing the computer to execute the steps of: (a) determining,
when login information that was input via the terminal has
been transmitted from the authentication server, whether or
not the login information matches information that is regis-
tered in advance; (b) calculating a hash value from the login
information using a hash function if it is determined in step (a)
that the login information matches the information registered
in advance; and (c) providing the user with a service via the
terminal when the authentication server has established a
session with the terminal on the condition that the hash value
calculated in the step (b) matches a hash value that is calcu-
lated by the authentication server from the login information
using the same hash function.

Effects of the Invention

With the above-described features, the present invention
can enhance security between an authentication server and a
server for providing a service.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a block diagram showing configurations of an
authentication system, an authentication server, and a service
providing server according to an embodiment of the present
invention.

FIG. 2 is a diagram showing an example of a table for
managing service [Ds, user IDs, and session IDs for use in the
present embodiment in association with each other.

FIG. 3 is a diagram showing an example of a table for
managing user IDs, passwords, and other IDs for use in the
present embodiment.

FIG. 4 is a flow diagram showing an operation of the
authentication server of the present embodiment.

FIG. 5 is a flow diagram showing an operation of the
service providing server of the present embodiment.

FIG. 6 is a block diagram showing an example of a com-
puter that realizes the authentication server and the service
providing server of the embodiment of the present invention.

DESCRIPTION OF EMBODIMENT

Embodiment

Hereinafter, an authentication system, an authentication
server, a service providing server, an authentication method,
and a program according to an embodiment of the present
invention will be described, with reference to FIGS. 1 to 4.
System Configuration

First, configurations of the authentication system, the
authentication server, and the service providing server of the
present embodiment will be described, with reference to
FIGS. 1 to 3. FIG. 1 is a block diagram showing configura-
tions of the authentication system, the authentication server,
and the service providing server of the embodiment of the
present invention.
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As shown in FIG. 1, an authentication system 100 of the
present embodiment includes an authentication server 10 and
a service providing server 20. The authentication server 10
and the service providing server 20 are connected to each
other via a network such as the Internet (not shown in FIG. 1).
Also, aterminal 30 of a user is connected to the authentication
server 10 via the network. Note that although only a single
terminal 30 is shown in the example of FIG. 1, the number of
the terminal is not limited in the present embodiment.

Also, as shown in FIG. 1, the authentication server 10
includes an information input unit 11, a transmitting unit 12,
a hash processing unit 13, and a session establishing unit 14.
With such a configuration, the authentication server 10 per-
forms via the terminal 30 authentication of a user who
requests the service providing server 20 to provide a service.

When the user requests the authentication via the terminal
30, the information input unit 11 lets the user input login
information via the terminal 30. In the present embodiment,
the information input unit 11 displays a login page 31 on a
display screen of the terminal 30 and lets the user input, as the
login information, a user identifier (user ID) and a password
on the login page 31.

The transmitting unit 12 transmits the input login informa-
tion to the service providing server 20. The hash processing
unit 13 calculates a first hash value from the login information
using a hash function. When the service providing server 20
calculates a second hash value after the login information has
been transmitted to the service providing server 20, as will be
described below, the hash processing unit 13 then determines
whether or not the first hash value, which was calculated by
the hash processing unit 13 itself, and the second hash value
match each other.

It the hash processing unit 13 determines that the first hash
value and the second hash value match each other, the session
establishing unit 14 issues a session ID and establishes a
session with the terminal 30. Also, the session establishing
unit 14 transmits the session ID to the terminal 30. The
terminal 30 can receive a service from the service providing
server 20 by using the session ID.

Also, as shown in FIG. 1, the service providing server 20
includes a login information determination unit 21, a hash
value calculating unit 22, and a service providing unit 23.
With such a configuration, the service providing server 20
provides the user with a service via the terminal 30 when the
authentication server 10 has established a session with the
terminal 30.

When the login information that was input via the terminal
30 has been transmitted from the authentication server 10, the
login information determination unit 21 determines whether
or not the login information matches information that is reg-
istered in advance.

If the login information determination unit 21 has deter-
mined that they match each other, then the hash value calcu-
lating unit 22 calculates the second hash value from the login
information using a hash function. Note that the hash function
that is used for the calculation of the first hash value and the
hash function that is used for the calculation of the second
hash value may be the same hash function. In the present
embodiment, the hash function that is used is not specifically
limited.

The service providing unit 23 provides the user with a
service via the terminal 30 when the session establishing unit
14 of the authentication server 10 has established a session
with the terminal 30 on the condition that the first hash value
and the second hash value match each other. An example of
the services that are provided is an information providing
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6

service for providing various types of information such as
inventory management information and intra-company infor-
mation.

As described above, in the authentication system 100 of the
present embodiment, the authentication server 10 and the
service providing server 20 individually calculate hash values
on the basis of the login information. The terminal 30 can
receive a service from the service providing server 20 only if
the two hash values match each other. Therefore, according to
the present embodiment, an enhancement of security between
the authentication server 10 and the service providing server
20 is achieved.

Hereinafter, the configurations of the authentication sys-
tem 100, the authentication server 10, and the service provid-
ing server 20 of the present embodiment will further specifi-
cally be described, with reference to FIGS. 2 and 3, in
addition to FIG. 1.

Note that, in the present embodiment, the terminal 30 for
use by the user may be an information device with a commu-
nication facility such as a personal computer, a cellular tele-
phone, or a smart phone, and is not specifically limited. Note
further that, in the following description, the service provid-
ing server 20 is an internal server of a company (for example,
a server of Company A), and the authentication server 10 is a
server for performing cloud computing (a server provided by
a company other than Company A). The user is an employee
of Company A.

As shown in FIG. 1, the authentication server 10 in the
present embodiment further includes a storage unit 15, and
the information input unit 11 stores the input login informa-
tion in the storage unit 15. The hash processing unit 13 cal-
culates the first hash value from the login information stored
in the storage unit 15.

Also, the hash processing unit 13 deletes the stored login
information from the storage unit 15, at the same time as or
after the calculation of the first hash value. This is to prevent
the login information from being leaked from the authentica-
tion server 10.

Note that although a timing at which the login information
is deleted “after the calculation™ is not specifically limited,
the login information is liable to be leaked from the authen-
tication server 10 if too long a time period has elapsed since
the first hash value was calculated. Therefore, it is preferable
to set the time period that elapses to be as short as possible. In
the present embodiment, the timing at which the login infor-
mation is deleted “after the calculation” may be designated by
the service providing server 20.

Inthe present embodiment, the transmitting unit 12 creates
an electronic mail 16 that shows the login information, and
transmits the login information to the service providing server
20 with the created electronic mail 16. In the present embodi-
ment, although a method for transmitting the login informa-
tion performed by the transmitting unit 12 is not specifically
limited, use of electronic mail 16 can reduce the costs for
establishing the authentication system 100. Also, it is prefer-
able that the transmitting unit 12 transmit an electronic mail
16 that is encrypted.

Also, in the present embodiment, when the user requests
authentication via the terminal 30, the information input unit
11 can transmit to the terminal 30 a preset service ID and let
the user return the service ID together with the login infor-
mation. Specifically, the information input unit 11 displays a
login page 31 in which the service ID is embedded. Then,
when the user clicks a login button on the login page 31, the
service ID is returned together with the ID and the password
that were input.
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In the case of the service ID being used, the storage unit 15
manages service IDs, user IDs, and session IDs in association
with each other (see FIG. 2). FIG. 2 is a diagram showing an
example of a table for managing service IDs, user IDs, and
session IDs for use in the present embodiment in association
with each other. Then, the transmitting unit 12 transmits the
service ID in addition to the login information to the service
providing server. The hash processing unit 13 calculates the
first hash value from the login information and the service ID.
Further, the hash value calculating unit 22 of the service
providing server 20 calculates the second hash value from the
login information and the service ID.

Also, in the case of the service ID being used, the authen-
tication server 10 transmits in advance to the service provid-
ing server 20 services ID to be used. In the present embodi-
ment, the service providing server 20 includes a storage unit
24, and the services ID transmitted in advance are registered
in the storage unit 24. Note that the storage unit 24 may be
realized by a database that is connected to the service provid-
ing server 20.

In the case of the authentication of the user, the service
providing server 20 determines, when the service ID has been
transmitted from the authentication server 10, whether or not
the transmitted service ID is registered. When the result of the
determination shows that the transmitted service ID is not
registered, the service providing server 20 does not accept the
authentication, and rejects to provide the terminal 30 with a
service. This prevents attack by a spoofed email.

Also in the present embodiment, for each user ID serving
as the login information, a password that corresponds to the
user ID and another ID that is associated with the user ID may
be stored in the storage unit 24. In this case, the login infor-
mation determination unit 21 first determines whether or not
the user ID transmitted as the login information is associated
with the other ID stored in the storage unit 24. Then, the login
information determination unit 21 also determines whether or
not the password transmitted as the login information
matches the password stored in the storage unit 24.

If the login information determination unit 21 has deter-
mined that the transmitted user ID is associated with the other
1D, and the transmitted password matches the stored pass-
word, then the hash value calculating unit 22 calculates the
second hash value from the login information using the hash
function.

Hereinafter, a specific example will be described, with
reference to FIG. 3. In this example, a table shown in FIG. 3
is stored in the storage unit 24. FIG. 3 is a diagram showing an
example of a table for managing user IDs, passwords, and
other IDs for use in the present embodiment.

In the example of FIG. 3, a user nickname or the like is used
as the user ID, and an employee ID of the user who is an
employee of Company A is used as the other ID. In this case,
the user logs in using his or her nickname or the like, and can
be provided with a service if this nickname or the like is
associated with the employee ID. In this manner, the user can
access the intra-company server without inputting a very
important ID, such as an employee 1D, from outside the
company. As aresult, it is possible to enhance the cooperation
between the intra-company server and the outside-company
server, while ensuring the security of the intra-company
server.

System Operation

Hereinafter, operations of the authentication system 100,
the authentication server 10, and the service providing server
20 of the embodiment of the present invention will be
described, with reference to FIGS. 4 and 5. FIG. 4 is a flow
diagram showing the operation of the authentication server of
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the present embodiment. FIG. 5 is a flow diagram showing the
operation of the service providing server of the present
embodiment. In the following explanation, FIGS. 1 to 3 are
referenced as appropriate.

In the present embodiment, an authentication method is
also implemented by the operations of the authentication
server 10 and the service providing server 20, which consti-
tute the authentication system 100. Accordingly, explanation
of the authentication method in the present embodiment is
replaced with the following explanation of the operations of
the authentication server 10 and the service providing server
20. Hereinafter, the operation of the authentication server is
first described with reference to F1G. 4, and then the operation
of' the service providing server is described with reference to
FIG. 5.

Operation of Authentication Server

As shown in FIG. 4, in the authentication server 10, the
information input unit 11 first determines whether or not
authentication is requested by a user via the terminal 30 (Step
A1l). When the result of the determination in step Al shows
that no authentication is requested, the information input unit
11 enters a standby state. On the other hand, when the result
of the determination in step A1 shows that authentication is
requested, the information input unit 11 further determines
whether or not the user who has requested the authentication
in step Al has already logged in (Step A2).

When the result of the determination in step A2 shows that
the user has already logged in, the information input unit 11
displays on the screen of the terminal 30 the fact that the user
has already logged in, and ends the processing. On the other
hand, when the result of the determination in step A2 shows
that the user has not yet logged in, the information input unit
11 displays the login page 31 on the screen of the terminal 30
(Step A3). In step A3, the information input unit 11 also
embeds an arbitrary service ID into the login page 31.

Then, when the user inputs a user ID and a password on the
login page 31, and clicks a login button, the information input
unit 11 receives the user ID, the password, and the service 1D,
and causes the storage unit 15 to store them (Step A4).

After the execution of step A4, the transmitting unit 12
transmits to the service providing server 20 the user 1D, the
password, and the service ID that were received by the infor-
mation input unit 11 (Step A5).

Then, the hash processing unit 13 acquires the user ID, the
password, and the service ID stored in the storage unit 15, and
calculate a hash value (first hash value) by substituting the
user 1D, the password, and the service ID into a predeter-
mined hash function (Step A6). The hash processing unit 13
deletes the user ID, the password, and the service ID stored in
the storage unit 15, at the same time as or after the execution
of step A6.

After the execution of step A6, the hash processing unit 13
determines whether or not a hash value (second hash value)
has been transmitted from the service providing server 20
(Step A7). When the result of the determination in step A7
shows that a hash value has not been transmitted from the
service providing server 20, the hash processing unit 13 ends
the processing on the condition that the service providing
server 20 has transmitted a notification of an authentication
failure.

On the other hand, when the result of the determination in
step A7 shows that a hash value has been transmitted from the
service providing server 20, the hash processing unit 13 deter-
mines whether or not the transmitted hash value and the hash
value calculated in step A6 match each other (Step A8). When
the result of the determination in step A8 shows that they
match each other, the hash processing unit 13 instructs the
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session establishing unit 14 to execute step A9. On the other
hand, when the result of the determination in step A8 shows
that they do not match each other, the hash processing unit 13
instructs the session establishing unit 14 to execute step A10.

In step A9, the session establishing unit 14 issues a session
1D, and establishes a session with the terminal 30. Also, the
session establishing unit 14 writes the session ID into the
table stored in the storage unit 15 (see FIG. 2), and transmits
the session ID to the terminal 30.

Further, if a valid period has been set for the session, the
session establishing unit 14 performs checking of the valid
period after the execution of step A9. If the time period that
has elapsed from the establishment of the session reaches the
valid period, the session establishing unit 14 ends the session,
and deletes the session ID from the table stored in the storage
unit 15.

On the otherhand, in step A10, the session establishing unit
14 notifies the terminal 30 of the failed authentication. With
this measure, the screen of the terminal 30 indicates that the
authentication failed. After the execution of step A9 or step
A10, the processing in the authentication server 10 ends.
Operation of Service Providing Server

As shown in FIG. 5, in the service providing server 20, the
login information determination unit 21 first receives the user
1D, the password, and the service ID transmitted by the
authentication server 10 (Step B1).

Next, the login information determination unit 21 deter-
mines whether or not the user ID, the password, and the
service ID that were received in step B1 match the registered
pieces of information (Step B2).

Specifically, the login information determination unit 21
extracts the table (FIG. 3) stored in the storage unit 24. Then,
the login information determination unit 21 determines
whether or not an employee ID that is associated with the
received user ID is registered in the table, and whether or not
the received password matches the password that is registered
in the table. Further, the login information determination unit
21 also determines whether or not the received service ID
matches a service 1D registered in advance in the storage unit
24.

When the result of the determination in step B2 shows that
the user ID, the password, and the service ID match registered
pieces of information, the login information determination
unit 21 causes the hash value calculating unit 22 to execute
step B3. On the other hand, when the result of the determi-
nation in step B2 shows that the user ID, the password, and the
service ID do not match registered pieces of information, the
login information determination unit 21 notifies the authen-
tication server 10 of the failed authentication (Step B7).

In step B3, the hash value calculating unit 22 calculates a
hash value (second hash value) by assigning the user ID, the
password, and the service ID that were received in step B1 to
a predetermined hash function. Then, the value calculating
unit 22 transmits the calculated hash value to the authentica-
tion server 10 (Step B4). Accordingly, in the authentication
server, determination of whether the hash values match each
other is performed (Step A8 shown in FIG. 4).

When the step B4 has been executed, the service providing
unit 23 determines whether or not a session ID has been
issued in the authentication server 10 (Step B5). When the
result of the determination in step B5 shows that a session ID
has been issued, the service providing unit 23 provides a
service in accordance with the instruction of the user (Step
B6). Then, when the provision of the service by the service
providing unit 23 is completed, the processing in the service
providing server 20 also ends. On the other hand, when the
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result of the determination in step B5 shows that a session 1D
has not been issued, the processing in the service providing
server 20 directly ends.

As described above, in the present embodiment, the hash
values are calculated independently in the authentication
server 10 and in the service providing server 20, and a session
is established on the condition that the two hash values match
each other, enabling an improvement in security between the
authentication server 10 and the service providing server 20.
Also, since the login information is held on the authentication
server only for a time period required for calculating a hash
value, and it is further possible to ensure that the authentica-
tion server does not hold the important information, also in
this view an improvement in security is achieved.

Therefore, when the service providing server 20 is an intra-
company server and the authentication server 10 is an out-
side-company server, sufficient security is ensured even if an
employee, that is, a user, accesses the intra-company server
from outside the office via the terminal 30.

Examples of the program according to the embodiment of
the present invention include a program for causing a com-
puter to execute steps Al to A10 shown in FIG. 4, and a
program for causing a computer to execute steps B1 to B6
shown in FIG. 5.

By installing the former program into the computer and
causing the computer to execute the program, it is possible to
realize the authentication server 10 of the present embodi-
ment. In this case, a Central Processing Unit (CPU) of the
computer functions as the information input unit 11, the trans-
mitting unit 12, the hash processing unit 13, and the session
establishing unit 14, so as to perform the respective processes.
Also, a storage device such as a memory or a hard disk that is
provided in the computer functions as the storage unit 15.

Also, by installing the latter program into the computer and
causing the computer to execute the program, it is possible to
realize the service providing server 20 of the present embodi-
ment. In this case, the CPU of the computer functions as the
login information determination unit 21, the hash value cal-
culating unit 22, and the service providing unit 23, so as to
perform the respective processes. Also, a storage device such
as a memory or a hard disk that is included in the computer
functions as the storage unit 24.

The following describes a computer that realizes an
authentication server and a service providing server by
executing programs according to the embodiment, with ref-
erence to FIG. 6. FIG. 6 is a block diagram showing an
example of a computer that realizes the authentication server
and the service providing server according to the embodiment
of the present invention.

As shown in FIG. 6, a computer 110 includes a CPU 111,
a main memory 112, a storage device 113, an input interface
114, a display controller 115, a data reader/writer 116, and a
communication interface 117. These components are con-
nected by a bus 121 in such a manner that they can perform
data communication with one another.

The CPU 111 performs various types of arithmetic opera-
tions by deploying programs (codes) of the embodiment
stored in the storage device 113 to the main memory 112 and
executing the deployed programs in a predetermined order.
The main memory 112 is typically a volatile storage device
such as a dynamic random-access memory (DRAM). The
programs of the embodiment are provided in a state of being
stored in a computer-readable recording medium 120. Note
that the programs of the embodiment may be distributed over
the Internet connected via the communication interface 117.

Specific examples of the storage device 113 include a hard
disk and a semiconductor storage device such as a flash
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memory. The input interface 114 mediates data transmission
between the CPU 111 and an input device 118 such as a
keyboard and a mouse. The display controller 115 is con-
nected to the display device 119 and controls display on the
display device 119. The data reader/writer 116 mediates data
transmission between the CPU 111 and the recording
medium 120. More specifically, the data reader/writer 116
reads programs from the recording medium 120 and writes
the results of processing executed by the computer 110 to the
recording medium 120. The communication interface 117
mediates data transmission between the CPU 111 and other
computers.

Specific examples of the recording medium 120 include a
general-purpose semiconductor storage device such as Com-
pactFlash (CF) and Secure Digital (SD) cards, a magnetic
storage medium such as a flexible disk, and an optical storage
medium such as a Compact Disc Read-Only Memory (CD-
ROM).

A part or all of the above embodiment can be represented
by the following Notes 1 to 22, but is not limited thereto.

(Note 1)

An authentication system including:

an authentication server that performs authentication of a
user via a terminal; and

a service providing server that provides the user with a
service via the terminal,

wherein the authentication server is configured to let the
user input login information via the terminal when the user
requests the authentication via the terminal, to transmit to the
service providing server the login information that was input,
and to calculate a first hash value from the login information
using a hash function,

the service providing server is configured to determine
whether or not the login information transmitted from the
authentication server matches information that is registered
in advance, and to calculate a second hash value from the
login information using the same hash function if the login
information matches the information registered in advance,
and

the authentication server establishes a session with the
terminal if the first hash value and the second hash value
match each other.

(Note 2)

The authentication system according to Note 1,

wherein the login information includes a first identifier and
a password, and

the service providing server stores in advance, for each first
identifier, a password that corresponds to the first identifier
and a second identifier that is associated with the first identi-
fier, and determines that the login information matches the
information registered in advance, if the first identifier trans-
mitted as the login information is associated with the stored
second identifier and the password transmitted as the login
information matches the stored password.

(Note 3)

The authentication system according to Note 1 or 2,

wherein the authentication server stores the login informa-
tion, calculates the first hash value from the stored login
information, and deletes the stored login information, at the
same time as or after the calculation of the first hash value.

(Note 4)

The authentication system according to any one of Notes 1
to 3,

wherein the authentication server creates an electronic
mail that shows the login information, and transmits the login
information to the service providing server with the created
electronic mail.
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(Note 5)

The authentication system according to any one of Notes 1
to 4,

wherein, when the user requests the authentication via the
terminal, the authentication server transmits a preset service
ID to the terminal, lets the user return the service ID together
with the login information, further transmits the service ID in
addition to the login information to the service providing
server, and calculates the first hash value from the login
information and the service ID, and

the service providing server calculates the second hash
value from the login information and the service ID.

(Note 6)

An authentication server that performs, via a terminal,
authentication of a user who requests provision of a service
from a service providing server, the authentication server
including:

an information input unit configured to let the user input
login information via the terminal when the user requests the
authentication via the terminal;

a transmitting unit configured to transmit to the service
providing server the login information that was input;

a hash processing unit configured to calculate a first hash
value from the login information using a hash function;

a session establishing unit configured to establish a session
with the terminal,

wherein, when the service providing server has calculated
a second hash value on the basis of the transmitted login
information using the same hash function on the condition
that the login information matches information that is regis-
tered in advance, the hash processing unit determines whether
or not the first hash value and the second hash value match
each other,

the session establishing unit establishes the session if the
hash processing unit determines that the first hash value and
the second hash value match each other.

(Note 7)

The authentication server according to Note 6, further
including:

a storage unit for storing the login information,

wherein the hash processing unit calculates the first hash
value from the login information stored in the storage unit,
and deletes the login information from the storage unit, at the
same time as or after the calculation of the first hash value.

(Note 8)

The authentication server according to Note 6 or 7,

wherein the transmitting unit creates an electronic mail that
shows the login information, and transmits the login infor-
mation to the service providing server with the created elec-
tronic mail.

(Note 9)

The authentication server according to any one of Notes 6
to 8,

wherein, when the user requests the authentication via the
terminal, the information input unit transmits a preset service
ID to the terminal, and lets the user return the service 1D
together with the login information,

the transmitting unit transmits the service ID in addition to
the login information to the service providing server,

the hash processing unit calculates the firsthash value from
the login information and the service ID and determines,
when the service providing server has calculated the second
hash value from the login information and the service 1D,
whether or not the first hash value and the second hash value
match each other.
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(Note 10)

A service providing server that provides a user with a
service via a terminal when an authentication server has
established a session with the terminal, the service providing
server including:

alogin information determination unit configured to deter-
mine, when login information that was input via the terminal
has been transmitted from the authentication server, whether
or not the login information matches information that is reg-
istered in advance;

a hash value calculating unit configured to calculate a hash
value from the login information using a hash function if the
login information determination unit determines that the
login information matches the information registered in
advance; and

a service providing unit configured to provide the user with
a service via the terminal when the authentication server has
established a session with the terminal on the condition that
the hash value calculated by the hash value calculating unit
matches a hash value that is calculated by the authentication
server from the login information using the same hash func-
tion.

(Note 11)

The service providing server according to Note 10,

wherein the login information includes a first identifier and
a password,

the service providing server further includes a storage unit
for storing, for each first identifier, a password that corre-
sponds to the first identifier and a second identifier that is
associated with the first identifier,

the login information determination unit determines that
the login information matches information that is registered
in advance, if the first identifier transmitted as the login infor-
mation is associated with the second identifier stored in the
storage unit and the password transmitted as the login infor-
mation matches the password stored in the storage unit.

(Note 12)

An authentication method using an authentication server
that performs authentication of a user via a terminal, and a
service providing server that provides the user with a service
via the terminal, the method including the steps of

(a) the authentication server letting the user input login
information via the terminal when the user requests the
authentication via the terminal;

(b) the authentication server transmitting to the service
providing server the login information that was input;

(c) the authentication server calculating a first hash value
using a hash function from the login information that was
input;

(d) the service providing server determining whether the
login information matches information that is registered in
advance, and calculating a second hash value from the login
information using the same hash function if the login infor-
mation matches the information registered in advance; and

(e) the authentication server establishing a session with the
terminal if the first hash value calculated in step (c) matches
the second hash value calculated in step (d).

(Note 13)

The authentication method according to Note 12,

wherein the login information includes a first identifier and
a password, the method further including the step of

() the service providing server storing, for each first iden-
tifier, a password that corresponds to the first identifier and a
second identifier that is associated with the first identifier,

wherein, in step (d), the service providing server deter-
mines that the login information matches information that is
registered in advance, if the first identifier transmitted as the
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login information is associated with the stored second iden-
tifier and the password transmitted as the login information
matches the stored password.

(Note 14)

The authentication method according to Note 12 or 13,

wherein, in step (a), the authentication server stores the
login information and,
in step (c), the authentication server calculates the first hash
value from the login information stored in step (a), and deletes
the stored login information, at the same time as or after the
calculation of the first hash value.

(Note 15)

The authentication method according to any one of Notes
1210 14,

wherein, in step (b), the authentication server creates an
electronic mail that shows the login information, and trans-
mits the login information to the service providing server with
the created electronic mail.

(Note 16)

The authentication method according to any one of Notes
1210 15,

wherein, in step (a), the authentication server transmits a
preset service ID to the terminal when the user requests the
authentication via the terminal, and lets the user return the
service ID together with the login information,

in step (b), the authentication server transmits the service
ID in addition to the login information to the service provid-
ing server,

instep (c), the authentication server calculates the first hash
value from the login information and the service ID, and

in step (d), the service providing server calculates the sec-
ond hash value from the login information and the service ID.

(Note 17)

A computer-readable recording medium having recorded
therein a program for causing a computer to perform, via a
terminal, authentication of a user who requests a service from
a service providing server, the program including instructions
for causing the computer to execute the steps of

(a) letting the user input login information via the terminal
when the user requests the authentication via the terminal;

(b) transmitting to the service providing server the login
information that was input in step (a);

(c) calculating a first hash value using a hash function from
the login information that was input in step (a);

(d) determining, when the service providing server has
calculated a second hash value on the basis of the transmitted
login information using the same hash function on the con-
dition that the login information matches information that is
registered in advance, whether or not the first hash value
calculated in step (c¢) and the second hash value calculated by
the service providing server match each other; and

(e) establishing a session with the terminal if it is deter-
mined in step (d) that the first hash value and the second hash
value match each other.

(Note 18)

The computer-readable recording medium according to
Note 17,

wherein, in step (a), the login information is stored,

in step (c), the first hash value is calculated from the stored
login information, and the stored login information is deleted,
at the same time as or after the calculation of the first hash
value.

(Note 19)

The computer-readable recording medium according to
Note 17 or 18,
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wherein, in step (b), an electronic mail that shows the login
information is created, and the login information is transmit-
ted to the service providing server with the created electronic
mail.

(Note 20)

The computer-readable recording medium according to
any one of Notes 17 to 19,

wherein, in step (a), a preset service 1D is transmitted to the
terminal when the user requests the authentication via the
terminal, the service ID is returned together with the login
information by the user,

in step (b), the service ID is transmitted in addition to the
login information to the service providing server,

in step (c), the first hash value is calculated from the login
information and the service ID, and

in step (d), when the service providing server has calcu-
lated the second hash value from the login information and
the service 1D, it is determined whether or not the first hash
value and the second hash value match each other.

(Note 21)

A computer-readable recording medium having recorded
therein a program for causing a computer to provide a user
with a service via a terminal when an authentication server
has established a session with the terminal, the program
including instructions for causing the computer to execute the
steps of

(a) determining, when login information that was input via
the terminal has been transmitted from the authentication
server, whether or not the login information matches infor-
mation that is registered in advance;

(b) calculating a hash value from the login information
using a hash function if it is determined in step (a) that the
login information matches the information registered in
advance; and

(c) providing the user with a service via the terminal when
the authentication server has established a session with the
terminal on the condition that the hash value calculated in the
step (b) matches a hash value that is calculated by the authen-
tication server from the login information using the same hash
function.

(Note 22)

The computer-readable recording medium according to
Note 21,

wherein the login information includes a first identifier and
a password, the program further including an instruction for
causing the computer to execute the step of:

(d) storing, for each first identifier, a password that corre-
sponds to the first identifier and a second identifier that is
associated with the first identifier,

wherein, in step (a), it is determined that the login infor-
mation matches the information registered in advance, if the
first identifier transmitted as the login information is associ-
ated with the second identifier stored in step (d) and the
password transmitted as the login information matches the
password stored in step (d).

Although the invention of the present application has been
described using the above embodiment, the invention of the
present application is by no means limited to the above
embodiment. The configurations and details of the invention
of the present application may be subjected to various
changes that can be understood by a person skilled in the art
within a scope of the invention of the present application.

The present application claims the benefit of priority from
Japanese Patent Application No. 2010-280637, filed Dec. 16,
2010, the disclosure of which is hereby incorporated by ref-
erence in its entirety.
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Industrial Applicability

According to the present invention, as described above, it is
possible to enhance security between an authentication server
and a server for providing a service. Therefore, the present
invention is useful specifically when a company utilizes cloud
computing with an intra-company server cooperating with an
outside-company server.
Descriptions of Reference Numerals
10 Authentication server
11 Information input unit
12 Transmitting unit
13 Hash processing unit
14 Session establishing unit
15 Storage unit
16 Electronic mail
20 Service providing server
21 Login information determination unit
22 Hash value calculating unit
23 Service providing unit
24 Storage unit
30 Terminal
100 Authentication system
110 Computer
111 CPU
112 Main memory
113 Storage device
114 Input interface
115 Display controller
116 Data reader/writer
117 Communication interface
118 Input device
119 Display device
120 Recording medium
121 Bus

The invention claimed is:

1. An authentication system comprising:

an authentication server that performs authentication of a
user via a terminal; and

a service providing server that provides the user with a
service via the terminal,

wherein the authentication server is configured to let the
user input login information via the terminal when the
user requests the authentication via the terminal, to
transmit to the service providing server the login infor-
mation that was input, and to calculate a first hash value
from the login information using a hash function,

the service providing server is configured to determine
whether or not the login information transmitted from
the authentication server matches information that is
registered in advance, and to calculate a second hash
value from the login information using the same hash
function if the login information matches the informa-
tion registered in advance, and

the authentication server establishes a session with the
terminal if the first hash value and the second hash value
match each other,

wherein, when the user requests the authentication via the
terminal, the authentication server transmits a preset
service ID to the terminal, lets the user return the service
1D together with the login information, further transmits
the service ID in addition to the login information to the
service providing server, and calculates the first hash
value from the login information and the service ID, and

the service providing server calculates the second hash
value from the login information and the service ID.
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2. The authentication system according to claim 1,

wherein the login information includes a first identifier and
a password, and

the service providing server stores in advance, for each first
identifier, a password that corresponds to the first iden-
tifier and a second identifier that is associated with the
first identifier, and determines that the login information
matches the information registered in advance, if the
first identifier transmitted as the login information is
associated with the stored second identifier and the pass-
word transmitted as the login information matches the
stored password.

3. The authentication system according to claim 1,

wherein the authentication server stores the login informa-
tion, calculates the first hash value from the stored login
information, and deletes the stored login information, at
the same time as or after the calculation of the first hash
value.

4. The authentication system according to claim 1,

wherein the authentication server creates an electronic
mail that shows the login information, and transmits the
login information to the service providing server with
the created electronic mail.

5. An authentication server that performs, via a terminal,
authentication of a user who requests provision of a service
from a service providing server, the authentication server
comprising:

an information input unit configured to let the user input
login information via the terminal when the user
requests the authentication via the terminal;

a transmitting unit configured to transmit to the service
providing server the login information that was input;

a hash processing unit configured to calculate a first hash
value from the login information using a hash function;

a session establishing unit configured to establish a session
with the terminal,

wherein, when the service providing server has calculated
a second hash value on the basis of the transmitted login
information using the same hash function on the condi-
tion that the login information matches information that
is registered in advance, the hash processing unit deter-
mines whether or not the first hash value and the second
hash value match each other,

the session establishing unit establishes the session if the
hash processing unit determines that the first hash value
and the second hash value match each other,

wherein, when the user requests the authentication via the
terminal, the information input unit transmits a preset
service ID to the terminal, and lets the user return the
service ID together with the login information,

the transmitting unit transmits the service ID in addition to
the login information to the service providing server,

the hash processing unit calculates the first hash value from
the login information and the service ID and determines,
when the service providing server has calculated the
second hash value from the login information and the
service ID, whether or not the first hash value and the
second hash value match each other.

6. An authentication method using an authentication server
that performs authentication of a user via a terminal, and a
service providing server that provides the user with a service
via the terminal, the method including the steps of:

(a) the authentication server letting the user input login
information via the terminal when the user requests the
authentication via the terminal;

(b) the authentication server transmitting to the service
providing server the login information that was input;

10

20

25

30

40

45

50

55

18

(c) the authentication server calculating a first hash value
using a hash function from the login information that
was input;

(d) the service providing server determining whether the
login information matches information that is registered
in advance, and calculating a second hash value from the
login information using the same hash function if the
login information matches the information registered in
advance; and

(e) the authentication server establishing a session with the
terminal if the first hash value calculated in step (c)
matches the second hash value calculated in step (d),

wherein, in step (a), the authentication server transmits a
preset service 1D to the terminal when the user requests
the authentication via the terminal, and lets the user
return the service ID together with the login information,

in step (b), the authentication server transmits the service
ID in addition to the login information to the service
providing server,

instep (c), the authentication server calculates the first hash
value from the login information and the service ID, and

in step (d), the service providing server calculates the sec-
ond hash value from the login information and the ser-
vice ID.

7. A non-transitory computer-readable recording medium
having recorded therein a program for causing a computer to
perform, via a terminal, authentication of a user who requests
a service from a service providing server, the program includ-
ing instructions for causing the computer to execute the steps
of:

(a) letting the user input login information via the terminal
when the user requests the authentication via the termi-
nal;

(b) transmitting to the service providing server the login
information that was input in step (a);

(c) calculating a first hash value using a hash function from
the login information that was input in step (a);

(d) determining, when the service providing server has
calculated a second hash value on the basis of the trans-
mitted login information using the same hash function
on the condition that the login information matches
information that is registered in advance, whether or not
the first hash value calculated in step (c¢) and the second
hash value calculated by the service providing server
match each other; and

(e) establishing a session with the terminal if it is deter-
mined in step (d) that the first hash value and the second
hash value match each other,

wherein, in step (a), a preset service ID is transmitted to the
terminal when the user requests the authentication via
the terminal, the service ID is returned together with the
login information by the user,

in step (b), the service 1D is transmitted in addition to the
login information to the service providing server,

in step (¢), the first hash value is calculated from the login
information and the service ID, and

in step (d), when the service providing server has calcu-
lated the second hash value from the login information
and the service 1D, it is determined whether or not the
first hash value and the second hash value match each
other.

8. The authentication server according to claim 5, further

comprising:

a storage unit for storing the login information,

wherein the hash processing unit calculates the first hash
value from the login information stored in the storage
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unit, and deletes the login information from the storage
unit, at the same time as or after the calculation of the
first hash value.

9. The authentication server according to claim 5,

wherein the transmitting unit creates an electronic mail that
shows the login information, and transmits the login
information to the service providing server with the cre-
ated electronic mail.
10. The authentication method according to claim 6,
wherein the login information includes a first identifier and
a password, the method further including the step of:
() the service providing server storing, for each first iden-
tifier, a password that corresponds to the first identifier
and a second identifier that is associated with the first
identifier,

wherein, in step (d), the service providing server deter-
mines that the login information matches information
that is registered in advance, if the first identifier trans-
mitted as the login information is associated with the
stored second identifier and the password transmitted as
the login information matches the stored password.

11. The authentication method according to claim 6,

wherein, in step (a), the authentication server stores the
login information and,
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instep (c), the authentication server calculates the first hash
value from the login information stored in step (a), and
deletes the stored login information, at the same time as
or after the calculation of the first hash value.

12. The authentication method according to claim 6,

wherein, in step (b), the authentication server creates an
electronic mail that shows the login information, and
transmits the login information to the service providing
server with the created electronic mail.

13. The non-transitory computer-readable recording

medium according to claim 7,

wherein, in step (a), the login information is stored,

in step(c), the first hash value is calculated from the stored
login information, and the stored login information is
deleted, at the same time as or after the calculation of the
first hash value.

14. The non-transitory computer-readable recording

medium according to claim 7,

wherein, in step (b), an electronic mail that shows the login
information is created, and the login information is
transmitted to the service providing server with the cre-
ated electronic mail.

#* #* #* #* #*



